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Translation Services

Translation Process Model
 Comparison and Security Risk Assessment

Voiance offers a secure online translation 
solution, designed to protect data from 
submission to delivery. We believe that a 
solution hosted in the United States where no 
data leaves the platform ensures higher levels 
of data security, better adherence to federal 
laws and regulations, and reduced liability for 
privacy and security concerns.

Many other solutions offer a secure portal on 
the front-end, while data on the back-end 
may be downloaded and edited on local 
computers. The local computers may have no 
security protections, nor may the company 
have an ability to monitor or enforce them.

The full translation process and possible security 
risks are detailed on the reverse side of the page.

Voiance’s Secure  
Translation Model 

CLIENT FILES

Traditional  
Translation Process

With Voiance,  
your files stay in one 

secure location.

In unsecure models, translators all over 
the world might download your data.
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Project Manager (PM) downloads 
the file to their computer and 

inputs the file into the Computer 
Assisted Translation (CAT) Tool.

Translator downloads the file and 
the Translation Memory to their 
local computer and completes 

initial translation on project.

Editor downloads the file to their local 
computer and completes editing.

Proofreader downloads the file 
to their local computer and 

completes proofreading.   

Files are submitted through 
secure or unsecure methods.

PM sends the file to the Translator.
(potentially over unsecure methods) 

The translator sends the project to the 
PM, who forwards it to the editor.

The editor sends the project to the PM, 
who forwards it to the proofreader.

The proofreader sends the project to 
the PM, who returns it to the client.
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Translation is completed on 
the secure server, then 
marked for the PM to review.

Project Manager (PM) remotely 
logs in to a secure server to input 
the file into the Computer Assisted 
Translation (CAT) Tool.

The editor logs into the secure 
server and completes editing.

The proofreader logs into the secure  
server and completes proofreading.

PM assigns translator(s),
editor(s), and Proofreader(s)

Files are submitted through a secure portal.

Editor is automatically assigned
after translation is complete.

Proofreader is automatically assigned 
after editing is complete.

PM returns the file to the client 
via a secure download link.

Client’s
Files

Complete

Client Files and Translation 
Memory are downloaded 
on computers around the 

world, and may be sent 
through vulnerable email 

clients or websites.

Client Files and Translation Memory 
are kept secure through the project, 
only accessible via the server.

Traditional Translation Process

Translation Process Model Comparison

Voiance’s Secure Translation Model

Translation Process Model Comparison


